**Was sind Hot Wallets ?**

Neben Cold Wallets oder auch Hardware Wallets, die die beste Sicherheit für deine Kryptowährungen und NFTs bieten, da Du die Schlüssel dazu besitzt gibt es noch Hot Wallets.

Hierbei handelt es sich um digitale Geldbörsen für Kryptowährungen, die permanent mit dem Internet verbunden sind.

Das bedeutet Du bist nicht wie bei Hardwarewallets jederzeit im Besitz deiner Schlüssel. Trotzdem kann es sinnvoll sein, diese als Ergänzung zu nutzen.

Hier kommt es auf dein persönliches Risikoprofil an.

Diese Arten von Hot Wallets gibt es:

* **Exchange-Wallets:** Dies sind Wallets, die Du direkt bei Kontoeröffnung auf einer Kryptobörse automatisch erhälst, z.B. Binance. Wenn Du hier Kryptowährungen kaufst, werden sie erstmal automatisch auf deiner Wallet in der Kryptobörse Binance gespeichert.
* **Desktop-Wallets:** Wie bei einem handelsüblichen Programm kannst Du die Wallet direkt von Deinem Desktop aus aufrufen.
* **Mobile-Wallets**: Mobile Wallets sind Wallets, die für Dein Smartphone optimiert sind. So kannst Du von überall aus auf Deine Wallet zugreifen.
* **Browser-Wallets:** Das sind Browser-Erweiterungen, die Du herunterlädst. So kannst Du die Wallet jederzeit verbinden, wenn Du eine Internetseite aufrufst, auf der Du mit Kryptowährungen zahlen kannst. Zum Beispiel auch Metamask. Hier kannst Du online Varianten wie auch Hardwarewallets verbinden.
* **Online-Wallets:** Einige Anbieter bieten Online-Wallets an. Hier musst Du Dich lediglich registrieren und erhältst sofort eine Wallet-Adresse, die Du nutzen kannst.

.

**Generell gilt:**   
Gebe bei Hot Wallets niemals Deine Zugangsdaten oder Seedphrases an jemand anders raus. Er kann damit Zugang zu Deinen Konten erlangen und im schlimmsten Fall alle Kryptowährungen und NFTs an sich übertragen und Du verlierst Dein Vermögen !

Was sind die Vor- und Nachteile von Hot Wallets?

**Vorteile**

* **Einfache Bedienung:** Du kannst dich einfach einloggen und jederzeit auf deine Coins zugreifen
* Hot Wallets sind normalerweise sehr benutzerfreundlich

**Nachteile**

* Not your keys – not your coins. Wenn die Kryptobörse insolvent geht, hast Du keinen Zugang mehr zu Deinem Vermögen. So wie es bei der FTX Börse passiert ist.
* Hot Wallets können Hackerangriffen ausgesetzt sein und Du durch einen solchen Angriff Dein Vermögen verlieren

**Sind Hot Wallets sicher?**

Bei Hotwallets gibt es ein hohes Sicherheitsrisiko dadurch, dass die Wallet durchgehend mit dem Internet verbunden ist. Deswegen solltest Du in einer Hot Wallet immer nur eine geringe Anzahl an Coins halten.

**Hot und Cold-Wallet: was ist der Unterschied?**

Während eine Hot-Wallet durchgehend mit dem Internet verbunden ist, ist bei einer Cold Wallet das Gegenteil der Fall. Eine Cold Wallet verwahrt den Private Key sicher offline.